
Privacy Policy

This policy governs the use of acquired data, documents, and information by our company. As
part of our services, we may collect certain information from clients, including their full name,
address, phone number, and email address. All collected information is securely stored by our
company for a period of seven years. In certain cases, we may request additional personal
information from clients, such as social security numbers, account numbers, mortgage
information, or health information, solely for the purpose of providing relevant services.

We prioritize the privacy and security of our clients' information. We do not sell, license, lease,
or disclose client information to any third party or affiliate unless it is necessary to deliver the
requested services or goods. In some instances, we may share client information with our
affiliates to offer additional goods or services. We may also disclose information to third parties,
regulatory bodies, law enforcement agencies, or other governmental entities if required by law,
to protect our rights and property, ensure the safety of clients, safeguard our services or
products, or investigate suspicious trading or financial activities.

Clients may request access to the personal information we have collected, subject to our
approval, by contacting us via email. We employ security software, methods, and procedures to
provide clients with a secure trading environment. Our website utilizes Secure Socket Layer
(SSL) encryption technology to protect data transmitted to us. We have implemented security
measures to safeguard personal, financial, trading, and investing information. While we strive to
protect client data, we cannot guarantee that all transmissions or private messages will remain
private, and we shall not be held responsible for any unauthorized interception or access by
third parties.

We regularly identify, evaluate, and control risks associated with our operations. Our policies,
agreements, and processes are designed to meet capital and financial requirements effectively.
To ensure the safety of client funds, we maintain relationships with top-tier banks that offer
robust security measures. Our website is protected by powerful firewalls and SSL to prevent
data theft and unauthorized access. We maintain data integrity during transmissions by
encrypting collected data. When conducting transactions (deposits and withdrawals), personal
information is encrypted and used securely. Our security mechanism also safeguards personal
information entered on the website to prevent data leaks.

In order to enhance the trading experience, we may collect data through cookies. Cookies are
small files that may be stored on the client's device by their web browser. These cookies provide
us with information about the client's access method, visited pages, and login status. Any
information collected through cookies and our website remains confidential and will not be
shared with external parties. Cookies do not contain account or password information, and we
do not track the client's website activities on other sites. Clients have control over their browser's
cookie settings. By accessing our website, clients acknowledge and accept the terms,
conditions, and associated risks. Blocking cookies may impact certain features of our services,
but it will not prevent clients from using our website.


